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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
Rationale

This pCR give some suggestion on how to map policy related functions to MANO functional blocks.
3
Detailed proposal
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4.1 Concepts
Policy Administration Function (PAF) defines the network policy.   

Policy Storage Entity (PSE) stores the defined network policy. 
Policy Function (PF) makes the policy execution decisions.

Policy Verification Function (PVF) evaluates the effectiveness of the network policy execution.
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7
Policy management architecture

7.1 Overview

The following clauses elaborate the potential NFV policy management architecture of mobile networks which include virtualized network functions. All of the functions, entities and the interfaces are logical designed. The concepts and definitions basically refer to the MANO policy in [2]. The study will elaborate the differences if there is a gap between this study and MANO policy [2].
7.2 Architecture alternative

According to the concepts of NFV policy, there are four important logical functions.

1) Policy Administration Function (PAF) provides the services as follows:
- Allows the operator to define and administrate the network policy

2) Policy Storage Entity (PSE) provides the services as follows: 

- Services for storage/update/query/deletion of the defined network policy (consumed by PAF) 

- Services for retrieval of the defined network policy (consumed by PF)
3) Policy Function (PF) makes the decision for policy execution and provides the services as follows: 

- Activating/deactivating the network policy 

- Event subscription/notification of the network policy execution

- Providing relevant data and parameters during the process of policy execution (e.g. execution time consuming) 

4) Policy Verification Function (PVF) provides the services as follows:

- Evaluation of the effectiveness of the network policy execution based on necessary analysis data (e.g. the data derived from the PF and/or the network).

And the network is composed of non-virtualized NE(s), virtualized network function(s) and the NFVI resources which the virtualized network function(s) relies on. 

Hence, one option for NFV policy management reference architecture is as follows. Service-based interfaces are used through Npaf, Npse, Npvf and Npf interfaces. 

Note: N1 interface is used for PVF to get analysis data (e.g. resource utilization). Whether PVF can get the analysis data from other logical entity is FFS. 
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Figure 6A.1-1 NFV policy management architecture option
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Figure 6A.1-2 NFV policy management architecture option in reference point presentation
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7.3 Mapping of Policy Related Fucntion to MANO functional blocks
7.3.1 Overview
The PAF, PF, PVF and the PSE are the abstracted roles applied in high-level use case description of policy management. In the context of MANO architecture, the PAF, PF, PVF and the PSE are mapped to MANO functional blocks in different ways. The subsequent clauses elaborate the cases of PF mapping in the MANO architecture and summarize the PAF, PVF and PSE mapping. 
7.3.2 Mapping the PF to the NFVO and the PAF to the OSS/BSS
When the policy is applied for network service LCM operations and orchestration of resources managed across VIM, the PF may be mapped to the NFVO and the PAF may be mapped to the OSS/BSS. Those Network Service LCM operations include but not be limited to: NS instantiation, NS scaling, NS healing and NS termination, and examples of resource orchestration are (but not limited to): virtualised resource reservation, and virtualised resource quota management. The mapping relationship is shown in figure 6A.3.2-1. This mapping is exemplified by the use case in clause 5. 
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Figure 6A.3.2-1: Mapping the PF to the NFVO and the PAF to the OSS/BSS
7.3.3 Mapping the PF to the VNFM and the PAF to the NFVO and/or the EM
When the policy is applied for VNF LCM operations, the PF may be mapped to the VNFM and the PAF may be mapped to the NFVO or the EM. Those VNF LCM operations include but not are limited to: VNF instantiation, VNF scaling, VNF healing and VNF termination. The mapping relationship is shown in figure 6A.3.3-1.
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Figure 6A.3.3-1: Mapping the PF to the VNFM and the PAF to the NFVO and/or the EM
7.3.4 Mapping the PF to the VIM and the PAF to the NFVO or VNFM
When the policy is applied for virtualized resource management operations, the PF may be mapped to the VIM and the PAF may be mapped to the NFVO. The mapping relationship is shown in figure 6A.3.4-1. 
The policies applicable for this mapping include: virtualised resource allocation policy, and virtualised resource reservation policy (only applicable if the NFVO is the PAF), virtualised resource quota policy (only applicable if the NFVO is the PAF), and virtualised resource capacity policy (only applicable if the NFVO is the PAF). 
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Figure 6A.3.4-1: Mapping the PF to the VIM and the PAF to the NFVO
When the policy is applied for virtualized resource management operations, the PF may be mapped to the VIM and the PAF may also be mapped to the VNFM. The mapping relationship is shown in figure 6A.3.4-2. This case is only applicable to the virtual resource(s) used by the VNF which the VNFM manages. 
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Figure 6A.3.4-2: Mapping the PF to the VIM and the PAF to the VNFM
7.3.5 Summary of PAF mapping
Within MANO, the PAF is mapped to the NFVO. The PAF mapped to the VNFM is only applicable to the virtual resource used by the VNF which the VNFM manages. The PAF can also be mapped to OSS/BSS or the EM. 
7.3.6 PVF Mapping
The PVF may be mapped to NFVO or OSS/BSS.
7.3.7 PSE Mapping
The PSE may be mapped to NFVO and VNFM/EM.
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8
Potential solutions

8.1 General procedure of policy operation

1. The PAF defines and creates the network policy into the PSE for storage.
2. The PAF delivers the policy to the PF and activates the policy if needed.
3. The PF executes the policy towards the network when the given condition is triggered.
4. The PF notifies the information of policy completion to the PAF or relevant inspecting system when the policy is executed.
5. The PAF or inspecting system verifies whether the policy is executed correctly when needed. 

 Editor’s note: How PAF or inspecting system collects necessary information to verify the result of policy execution is FFS.
9
Conclusions and Recommendations 
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